REDUCING CYBER INCIDENT
RESPONSE TO PROTECT CNI FROM
CYBER ATTACKS USING AN N-SIEM
INTEGRATION WITH AN ICTI-CNI

Igli Tafa and Kevin Shahollari
Department of Computer Engineering, Polytechnic University of Tirana, Tirana

ABSTRACT

The rapid evolution of technology has increased the role of cybersecurity and put it at the center
of nationalcritical infrastructure. This role supports and guarantees the vital services of (CNI)
while provides the proper functionalities for running operations between the public and private
sectors. This evolution has hadthe same impact on cyberattack tools, methods, techniques used
to gain unauthorized access to these computer systems that contain confidential and high-value
information in the digital data sales market or asit called "darkweb".

As a result, it has become necessary to monitor all events of the National Critical Infrastructure
(CNI) computer systems. This proposed system uses a centralized National SIEM (N-SIEM)
specializing in the correlation of security events caused by cyber attacks, collected by CNIs
systems while integrating with anInternational Cyber Threat Intelligence system (ICTI-CNI).

In addition, this conceptual model collects security breach events of CNIs systems, analyzes
only cyber attacks, and correlates these security events in real-time with an intelligent
automated platform while reducing the response time of security analysts.
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1. INTRODUCTION

Today, cyber security incidents are constantly increasing in frequency and size, becoming more
complex and unrestricted by state borders.[1] Consequently, when incidents occurred in these
critical infrastructures, they can cause catastrophic damages for the country and its sectors by
directly affecting human society.

1.1. Critical National Infrastructure (CNI)

Protecting critical national infrastructure is the primary goal of cyber security.[2] The Critical
National Infrastructure (CNI) includes all the sectors of a country that work at all capacity 24
hours, seven days to ensure the existence, continuity, and vitality of the essential services used by
society today. The protection and provision of this infrastructure is a responsibility shared between
the two constituent sectors of the country: public and private, to ensure the availability of these
services. By definition [3], Critical National Infrastructure (CNI) includes these categories: Food,
Water, Chemicals, Health, Energy, Communications, Transport, Emergency Services, Civil
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Nuclear, Finance, Government, Defence, and Space. But each country can specify its most
critical infrastructure, relying on those individuals sectors that provide the most necessary and
crucial services to their society. Almost all of this infrastructure (CNI) has fallen under the
control of advanced computer systems.[4] Damage to the security and availability of this
infrastructure (CNI) would bring chaos throughout the country. This chaos comes because these
sectors do not function separately but together consequently, a cyberattack on one of the
infrastructure sectors would negatively affect all other sectors. In this way, is requisite complete
security between the critical national infrastructure at the local, country, regional and international
levels. Attackers often target this infrastructure (CNI)for various purposes ranging from gathering
financial and confidential information to terrorist purposes.

2. BIGPICTURE

The most advanced cyber attacks can paralyze the most crucial communication hubs of the
country by blocking public or private services but can also have devastating effects if these attacks
affect the physical damage of critical national infrastructure which can cause human loss.
Cybersecurity and Infrastructure Security Agency (CISA) identified critical national
infrastructure (CNI) as the primary target of SolarWinds mass hacking that happened this year
and the true impact of this attack is still unknown. [5] In the future, as a result of the exposure of
this information and computer systems, countries may have interruption of services provided by
this infrastructure (CNI). From this study [6], CISA, National Security Agency (NSA), and
Federal Bureau of Investigation (FBI) have instructed all countries and organizations to do all the
recommended patches of computer systems, especially vulnerabilities that are targeted by state-
sponsored hackers.

For this reason, all sectors of CNI and the services they provide that are considered critical must
be monitored and protected in real time 24 hours in 7 days from cyber attacks, ensuring 99.999%
availability of the necessary services in the daily life of human society. To ensure these vital
services to society is required not only that monitoring of this infrastructure but more decisive is
the reaction time to these cyber attacks when they occur toward CNI. According to [7], the process
of sharing information between countries and organizations that have previously encountered
these cyber threats to their critical national infrastructure is relevant for detecting and preventing
possible future cyber attacks.

This paper will be divided as follow: in section 3 we are presenting the essential role of this
infrastructure, which is vital for the maintenance of societal functions and analyze the cyber
threats that can be occurred to these CNIs.In section 4 will be analyzing the advantages and
disadvantages of the actual technologies where our proposed will be mostly based. The proposed
approach will be then presented in section 5, a new model and architecture for monitoring this
critical infrastructure from security events generating by real attacks based on National SIEM
integrated with a ICNI-CTI platform. Finally, section 6 is dedicated to the cyber attackers that
had attacked that infrastructure in the past and a list of their APTs, group by countries suspected
of these attacks.

3. RELATED WORKS
3.1. Definition
A cyberattack is a malicious attempt by an individual or group to attack and compromise the

confidentiality, integrity, and availability of the systems that store valuable information which
can be stolen and used for various purposes.
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3.2. Requirements of cyberattack

Cyber attacks targeting this infrastructure (CNI) require more time and experience than attacks on
widely used computer systems. The impact of these factors is reduced when considering that most
cyber attacks are organized by the countries and their intelligence agencies that have the proper
resources to attack this type of infrastructure (CNI).

3.3. Goals of cyberattack

The principal goal of a cyber attack is to affect the actual world but the real actions happenin the
virtual and artificial world where they have involved: computers, servers, databases, or other
devices that may have exploitable vulnerabilities. [8].

3.4. Categories of cyber attacks to CNI

Cyber crime (CC) - The activity of using technology or exploitable vulnerabilities discovered in
these computer systems [9] to gain unauthorized access to confidential datathat are used for
financial gain.

a. Cyberthieves are individuals or groups involve in illegal cyber attacks for monetary gain and
those stealing are considered low-risk for cyberattackers and costly for victims, with some
estimates placing the annual global cost as high as hundreds of billions of dollar [10]. Cyber
espionage (CE) - The activity of using technology or exploitable vulnerabilities discovered
in these computer systems [9] to gain unauthorized access to classified data, stealing:
industry or military trade secrets for economic gain, competitive advantage, or political
reasons

b. Cyberspies are individuals or groups involve in illegal cyber attacks who steal classified or
proprietary information used by governments or private corporationsto gain a competitive
strategic advantage. These individuals often work at the behest of and take direction from,
foreign government entities [10]. Cyber warfareand Cyber sabotage (CW/CS) - The activity of
using technology or exploitable vulnerabilities discovered in these computer systems [9] to
damage the critical national infrastructure (CNI) of the target country, an action that could
bring military precedent.

c. Cyberwarriors are state-sponsored and non-state actors who develop capabilities and
undertake cyber attacks in support of a country’s strategic objectives [10]

4. CNIMONITORING SYSTEMS

To monitor the critical services provided by this infrastructure (CNI), a security event
management system (SIEM) is required to monitor all types of security events related to cyber
attacks that can occur on a CNI.

4.1. Definition of SIEM

Gartner describes this security incident management system (SIEM) as a system needed for real-
time data analysis for faster detection of information leakage and cyber attacks against internal or
external threats. This system also collects, stores, and reports these cyber attacks in log format to
respond more rapidly against cyber incidents. Additionally can be used in the digital forensics
process or for legal procedures and compliance policies. [11].
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4.2. Components of SIEM

A SIEM is composed of two main components which are:

1) Security Event Management (SEM) - provides real-time analysis, correlation, normalization
of data collected from computer systems, infrastructures, network devices, and applications in
log data format to provide a manual or automatic response, thus simplifying the management
processby cyber security analysts.

2) Security Information Management (SIM) — SIM provides real-time analysis, storage, and
reporting of collected (historical) security events to provide a data collection database by
providingadditional functionalities that simplify the process of investigating cyber events.

When these two microsystems are combined, a Security Information and Event Management
(SIEM) is created with the focus on collecting, analyzing, storing, and presenting the data
collected by technological devices and entirely monitoring theinfrastructure.

4.3. Disadvantage of SIEM

Most of today's SIEMs function by collecting, correlating, analyzing, and presenting security
events in the most understandable forms by the cyber security analyst whose function is to
investigate cyber incidents. In the case of critical national infrastructure, theresponse should be as
fast as possible. This event affects the response time because it needs time to accurately the data
received, manually reduce the false positives, and verifythe real malicious indicators.

4.4. Reaction time dependence of SIEM

This time depends on the accuracy of data collected and correlated by all their internal and
external IT and ICS infrastructures. Response time increases if the cyberattack has recently been
identified and there is no available information on the methods used by theattackers to compare
with other organizations or the infrastructure of the countries that may have been affected by this
type of cyber attack

4.5. Monitoring and Intelligence integration

These systems are integrating with a new technology called Cyber Threat Intelligence (CTI)
which includes more than raw data. This technology requires more detailedinformation collected
only when human analysis is involved in this process.

This detailed information includes the tactics, tools, and procedures used by an attacker to predict
those techniques that may use during other cyber attacks in the future. It shouldalso include the
link between compromise indicators (IP addresses, risk-related domains,or hashes associated with
malicious files and intruders (motivations, goals, and information about what they are targeting).
[12]

5. PROPOSED SYSTEM DESIGN

Given the increasing complexity and vulnerability of CNI, the security of this infrastructure will
continue to be crucial in the future. Consequently, the response to thesecyber incidents should be as
fast as possible, considering this importance.
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5.1. Why a new system?

At present, there is a high number of open-source or commercial platforms of this technology
used to share cyber attacks. These platforms sometimes have many Indicators of Compromise
(10Cs), obtained either from cyber attacks that have occurred and verifiedor from voluntary that
can manually add the (IOCs) and those are not verified.

Add to the fact that these platforms don't orientate according to the critical national infrastructure
sectors where the same threat feed serves for all (CNIs) sectors. Soincreases the likelihood that
some of these indicators (I0Cs) will be false positives by notifying security analysts about
preventing cyber attacks that are not actually happening, thus wasting time responding to and
preventing cyber attacks that are likely to occur.

5.2. The concept of new system

“Share early and share often” it is essential in times of crisis. A cyber attack on critical
infrastructure can have a cascading impact on multiple sectors across multiple jurisdictions,
providing little time to contain and mitigate damage and prevent any follow-on attacks. [13]

The new system should rely on threat feeds focused on exact national critical infrastructure
sectors, analyzing and correlating security events occurring in the internal (CNI) with events that
appeared in the (CNI) of other countries that had the same attack behavior. This system (ICTI-
CNI) should work as a correlation platform with their actualcurrent N- SIEM.

5.3. Requirements of new system

1. Reciprocal cooperation is required between countries and sectors of the same category,
where shared information from a country that has been attacked is usedto prevent an attack
on another country within the same group.

2. The ICTI platform should create a clear channel for the classification and declassification of
attack information. The exchange process must take place between specific sectors of the
CNI and countries, also the same between the public and private sectors providing vital
services to society.

This proposed system is supposed to provide a more effective service while offering automated
information sharing and alerting each other to incidents or cyber attacks that just happened in
similar infrastructure.
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5.4. Architecture of the system
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Figure 1. Architecture of the proposed system ICTI-CNI
This proposed system is composed of two components which are:
1) ICTI - CNI Client
It will be called any country that agrees to exchange information on cyber attacks occurring on
their infrastructure (CNIs). Once the ICTI-Client is synchronizing with the central database, cyber

attacks events that occurred in this client infrastructure (CNIs) will be an automatic correlation
with other cyber incidents stored in the database.

2) ICTI - CNI Database

It will be called the central database, where all the information collected from the clients
infrastructure that will be part of this exchange process will be stored and analyzed.

After the correlation of security events related to cyber attacks and according to the analysis of
this information, the proper classification and categorization will be achieved. The information is
then authorized to be shared with other clients within thesame group.

5.5. Integration with existing systems
All agencies that have the responsibility to protect those infrastructures can have their own

commercial or open-source Threat Intelligence Feeds and continues to use even afterimplementing
this proposed system. But on the ICHI, they should only share indicators of compromise
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(10Cs) of attacks that have occurred in these infrastructures (CNIs) by grouping them in
specific sectors.

5.6. Non-Disclosure secret agreement

All agencies that share information that corresponds to cyber attacks detected in other countries,
in critical national infrastructure, must maintain the confidentiality of data andnot share it with
other organizations outside the sector where it operates

6. ADVANCED PERSISTENT THREATS

In most cases, cyber attacks conducted on CNI are state-sponsored, and detection of those attack
campaigns has become extremely difficult while considering the evolution of strategies,
techniques, and tactics used by cyber attackers on these infrastructures.

Advanced persistent threat (APT) refers to a group state-funded or the foreign government using
intelligence gathering techniques to access sensitive information targeting a specific entity. [14]
Obijectives of APT attacks include continuous exfiltrationof information, cyber warfare, damage
to critical infrastructure, and degradation of military assets. [15]

Why is calling APT?
Advanced

Attackers use a variety of intelligence gathering techniques, including computer and conventional
technologies such as telephone-interception technologies and satellite imaging. They often
combine multiple targeting methods, tools, and techniques to reachand compromise their target
and maintain access to it. [14]

Persistent

Attackers give priority to a specific task guided by external entities. The targeting is conducted
using a “low-and-slow” approach through continuous monitoring and interaction to achieve the
defined objectives. If the attackers lose access to their target, they usually will reattempt access
because the purpose of this attack is to maintain alwayslong-term access to the target. [14]

Threat

Attackers are a threat because they are skilled, motivated, organized, and well-funded also have
both capability and intent to attack and damage these critical infrastructures. Those attacks are
executed by coordinated human actions rather than by automated piecesof code. [14]

Below are listed the most known dangerous APTS, which are often state-sponsored, whereeach of
them has attack campaigned against many sectors of CNIs, including international and military
organizations.

All pieces of information on APT are taken from [16] [17] [18] [19], analyzed, grouping, and
presented graphically in the following tables on the most popular APTs groups that exist today.
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6.1. Suspected attribution

6.1.1. China
NAME AKA TARGET SECTORS TARGET COUNTRIES | ASSOCIATED MALWARE
Suspected attribution: CHINA
Auriga, angal BISCUIT,
Bouncer, Cachedump,
CALENDAR. Combos,
CookieBag, Daky,
Comment Crew (Symantec) GOOCUPLOAD, Getha,
Comment Panda (CrowdStrike) GLASSES, GLOOXMAL,
Shanghai Group T6-6223 Aerospace, Chemical, Constiction, Begn, Canada, France GOGGLES, GREENCAT,
(SecureWorks) Defense, Education, Enerqy, Engineering, inda s & 'n ' | gsecdump, Hackfase, Helaulo,
APT { (Mandiant) Entertainment, Financial, Food and e Ng:w' Kurton, LIGHTBOLT
APT! | BrownFox (Symantec) Agicubur, Govemment Healtcare Hgh- | g o 8 o &'u ol | LIGHTDART, LONGRUN
Group 3 (Tales) Tech, T, Manufachuring, Media Mining, K?@fsv&m T | Laass Menlsle, WPige
Byzanfine Hades (US State) Satelfes, Telecommunications, UAE UK USA Viewam | VImat MniSP.
Byzanting Candor (US State) Transportafion and Navigation ' ‘ NewsReels, Oceansat, Pass-
Shanghai Group (Secureorks) The-Hash Toalki, Poison by,
GIF89a (Kaspersky) ProcOump, pudump, Seasalt
ShadyRAT, StarsyPound,
Swiord, TabMsgSQL, Tarsip,
WARP, WebG2, Liing off the
Land
Putler Panda (CrowdStike)
T0:8952 {SecurtWorks Milkary and Aecospace. Defense IPARA RAT, 4H RAT
Group 36 (Talos) ot
Sughr Moot '
APT 3 (Mandiant) APT3 Keylogger, Bemstour
Gothic Panda (CrowdStrike) DoublePulsar, EtemalBlue,
Buckeye (Symantec) Aerospace and Defense, Construchion and | Belgium, Hong Kong, Maly, | HTran, Hupigon, LaZagne,
APT3 | 60110 (SecureWorks) Engineering, High Tech, Luxembourg, Phiippines, | OSinfo, Pirpi, PlugX,
Bronze Mayfair (SecureWorks) | Telecommunications, Transportaion Sweden, UK, USA, Vietnam | RemateCMD, shareip, TTCalc,
UPS Team (Symantec) W32imes and several O-days
Gloup  (Tas) for IE, Firefox and Flash
APT 4 (Mandiant)
MavetTick Paéda (CrovdStrike) éemsoaee mse, ndustria
Wisp Team (Symantec) ngineering, ics, Automotive, A ’
AT 1 oo (enau) Govemmen, Tekecommunications and | O Sikpct, 4R
160623 (SecureWorks) Transportation
Bronze Edison (Secure\orks)
APT 5 (FireEye)
Tt(;yﬁwole;abnda(atomsm) <
Bottle (Sight Defense, High-Tech, Industrial, Technology, ;
APTS | ronze Fleeiood (Secureorks) | Telscommunications Southeast s LEQUNCIA
TG-2754 (SecureWorks)
Poisoned Flight (Kaspersky)
Nightshade Panda (CrowdStrke) 3102 RAT, 9002 RAT
APT 9 (Mandiant) 2RAT, .
W19 | Group 27 (ASERT Enegy, Goverment, edi, Ufies gﬁ' Thihied 5 et E{‘f‘;&“ﬁm"‘f:‘m""
Lumrbces; | TohSRAT.
FiowerShow (Context)
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Ane!, BloodHound, certutil,
Stone Panda (CrowdStrike) mgcs&m;:mwu
APT 10 (Mandiant) ke, 0,
menuPass Team (Symantec) DILLJUICE, DILLWEED,
menuPass (Palo Alto) Australia, Belgium, Brazil, Ecipekac, Emdivi, EvilGrab
Red Apolio (PWC) Canada, China, Finland, RAT, GhOst RAT, HTran,
CVNX (BAE Systems) y France, Germany, Hong Kong, | Impackel, Invoke the Hash,
Potassium (Microsaf) Aerospace, Defense, Energy, Financial, | oy janan Nethedands, | Mimikat, MiS-Type, nbiscan,

APTI0 | Hogfish [Defense) Govemment, Healincare, High-Tech, IT. | ooy “prifopines PBRAT, PhugX, Poison hy

Ha < Media, Phamaceutical, Telecommunications | . " v ' (g |
appyyongai (FireEye) and MSPs. Singapore, South Afica, South | Poldat, PowerSplot,
Cicada (Symantec) Korea, Sweden, Svitzeriand, | PowerView, PsExec, Pstist
Bronze Riverside (SecureWorks) Taiwan, Thailand, Turkey, pwdump, Quarks PwDump,
CTG-5938 (SecureWorks) UAE, UK, USA, Vietnam QuasarRAT, RedLeaves,
ATK 41 (Thales) Rubeus, SharpSploif,
TA429 (Proofpoint) SodaMaster, SNUGRIDE,
[TGO1 (1EM) Trochilus RAT, Living off the
Land

it | Aerospace, Defense, Engneering Austraia, Germany, Sweden, | Gh0st RAT, Posson by, Tom
prbboogcons Govemmen, Industial UK, USA and ofhers, RAT
Kechang (FireEye) BS2005, CarbonSteal Cobalt
Vixen Panda (CrondStrke) Strike, DarthPusher,

b oo Ara cn mw HenBax, Highhloon Kat?c:n
; Chile, China, rance, , ) b
o e rtspace, iaon, CRemical DEIERe, | ctemla, nca, Indonesia, | Ketrum, Mimikatz, MiageF o,
onze Palace (SecureWorks) Embassies, Energy, Government, High- -

APT15 Iran, Kazakhstan, Kuwa, S Exchange Tool, Okrum,
Bronze Davenport (SecureWorks) | Tech, Industrlal, Manufacturing, Mining, O Malaysia, Pakistan, Saud PiaginPhanom, ProcDump
ieebrospminabaasiniiac B ket Avatia, Sovaiz, Syt PLst, RoyaCi RoyalDNS,
CTO-Re4 (Seimions) Tukey, UK Uzbekstan. | SikBezn, spueomember,
Playful Dragon (FireEye) ;

SpyWaller, TidePool, Winnt,
Royal APT (NCC Group) XSLCmd. Living off the Land.
APT 17 (Mandiant)
Taligater Team (Symantec)
Elderwood (Symantec)
Eldenwood Gang (Symantec) 8002 RAT, BlackCoffes, Briba,
Sneaky Panda (CrowdStrike) i ) Belglum, China, Germany, Comfoo, DeputyDog, GhOsl

o Sl(}_ZZ (NSA) Defense, Eduqbon. Energy, Financial, ] Indonesia, Haly, Jagan, RAT, HiKit, Jumpal, Lino,
Beijing Group (SecureWorks) Govemment, High-Tech, IT, Media, Mining. Netherlands. Sufizerland. Naid, Nerex, Pasam, Poison
Bronze Keystone (SecureWorks) NGOs Russia UK. USA ? Ivy, PlugX. Vasport, Wiarp,
TG-3153 (SecureWorks) Z0xPNG, ZoxRPC and several
TEMP Avengers (FireEye) (-days for IE
Dogfish (iDefense)

Deputy Dog (IDefense)
ATK 2 (Thales)
APT 1§ Tﬁ?’cmsm Aerospace, Construction, Defense AfhNow, Gh0st RAT,

APTIE TDM’ ""4""5 (SecureWorks) ) Education, Engineering, Heatthcare, High- USA hedLoader, HTTPBrowser,
Wekby (Palo Ato) Tech, Telecommunications, Transportation Pisloader, Sﬁckyﬁqets and
Scandium (Microsof) and Biotechnology. 0-day exploits for Flash
Turbine Panda (CrovdStrike)

%ﬁ%ﬁ’u"m (RSA) mé:mummﬁmmw' Australia, Canada, China, | Cobalt Stike, Derusbi,

Apog | WebMasters (Kaspersky) Govermen, Healthcare, Non -ﬁmﬁ Denmark, France, Germany, | FormerFirstRAT, Hurix, Mivast,
KungFu Kitiens (FireEye) organizations, Telecommunicatons, Think India, Italy, UK, USA and PugX, Sakula RAT, SfreamEx,
Group 13 (Talos) Tanks \ ; Southeast Asia. Winnti, Living off the Land
Black Vine (Symantec) :

Bronze Express (Secure\orks)

Emissary Panda (CrovidStnke)

48T 27 andan) ko, Caras, g, | 10k AS2XSy Ch

Bronze Unsl:n( (Secmevk:,o)m Hong Kong, India, Iran, Israel, | !

) Aerospace, Aviation, Defense, Education, Japan, Mongolia, Phikopines gsecdump, HTTPBrowser,

Budworm  TEMP Hippo (Symantec) | Technology, Telecommunications, Think | i Thaiand Tibet Mimékatz, Nishang, Owahuth,

E’T‘;'(‘f:;gi‘;‘)’ L Turkey, UK. USA and Middie mm’:&’m‘
East : !

Earth Smilodon (Trend Micro) Windows Credentials Editor,

g Trend Migro) ZXShel, Living offthe Land
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APT 40 (Mandan . % '
TEMP P Fiy o Begim Canbedi, Geminy, | Cooal Sk, DADVOKE,
TENP et Frey) Defense, Engineering, Govemment, Hong Kong, Malaysia, Nonway, | Dadstache, Derusbi, Ghlst
APTH0 | Bronce Nohawk (Securis) Manufacturing Research, Sippingand | Phiipines, Saudi drabia, | RAT, GRILLMARK
Mol (et Logstics,Transportaon and ot Martime- | Swizerand, USA, UKand | HOMEFRY, LUNCHMONEY,
Cadoem eroct reled agels across mulpe verdcas. | Asa el Econamic MURKYTOP. NantaSh
AT Tk Cooperation (APEC). PlugX, scanbox, SeOLL,
1609 B4 Windows Credentials Ediler,
24Shel Livng ot Land
Q002 RAT, AceHash
ADORE XSEC, ASPXSpy,
Barlay, BIOPASS RAT,
BlackCoffee ceut,China
Chopper, Cobal Strike,
COLDJAVA, Grackshol
o oy, | EEE
Che, Dt il | it G
Fte, K O, | put R tighon,
T4 (Frekye Cnstucton, Defens, Educalon, Enegy m-mwm Hihhoe HKDOOR,Junpal,
16-2633 (Secureihorks) Fnandl Govenment Heatcare, Hgh | ot LATELUNCH, LIFEBOAT,
APT4Y | Bronze Allas (Secureiorks) Teeh Hosptalty Mandacuing Ned OF | pee oo Lowkey, MessageTap,
Red Keli (PUC) andgas,Petcchemica Phamaceutca, W""m e | Vel ko oRAT
Blackty (Symanie) Rea Teconmuncatos Tnpetdon | 5 H R m&:«a&%m
Smn. swlmm. Tm. Mmlwon' '
Thaland Tutey,UAE, UK. | pexanr SAGEMRE
USA, Ve Shadontammer, ShadouPd
VWi, Ski-20,Speculos.
SWEETCANDLE, TERA,
TIOYELF, WIDETONE, Wi,
WINTERLOVE, 104, XDOOR
XWRig, 2¥Snel Living ot the

Lind
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6.1.2. Russia
NAME AKA TARGET SECTORS TARGET COUNTRIES | ASSOCIATED TOOLS
Suspected attribution: RUSSIA
Afghanistan, Armenia.
Australia. Azerbaljan
Sofacy (Kaspersky) : :
APT 28 (Mandiant) ﬁ%’;m&aﬂ' Cannon, certuti,
Fancy Bear (CrovidStrike} China, Croatia, Cyprus, * | Computrace,
Sednit (ESET) France, Georgia. | CORESHELL
Group 74 (Talos) Gafmany Hungary, India DealersChoice,
TG-4127 (SecureWorks) Iran. Iq, Japan Jordan, | Downdeiph, Drovorub,
Pawn Storm (Trend Micro) Automotive, Aviation, Chemical, Kazakhstan, Latvia, | Toozer, HIDEDRV,
Tsar Team (iSight) Construction, Defense, Education Mataysia, Mexico JHUHUGIT, Koadic,
Strontium (Microsoft) Embassies Engineemg Fnanaal MO'\QON Monteneqro Komplex, LoJax, Mimikatz,
APT28. | Serallovitall (Symankec) Goverment, Healthcare, Industrial, IT, | Netherlands, Nonway, | 1mey, OLDBAIT,
SIG40 (NSA) ; » Norway PocoDown, ProcDump,
Snakemackerel (iDefense) Wedia. NGOs; OF and gas, Thisk Taks: | Ekdstan, Petand, PythocyDbg, Responder.
tron Twilight (SecureWorks) and Inteligence organizations. ﬁf:'c‘:"s‘om‘x South | sedkit Sedreco,
ATK 5 (Thales) Spia:. Bueiin, d SkinnyBoy, USEStealer,
T-APT-12 (Tencent) edand. T it VPNFilter, Winexe,
1TGOS (IBM) mswaim mkg“’" | WinIDS, X-Agent, X-
TAG-0700 (Google) Uganda "UAE UK Tunnel, Zebrocy, Living off
Grizzly Steppe (US Government) together Ukraine. USA: ] the Land
with APT 29, Cozy Bear, The Dukes viorbi g
APEC and OSCE.
‘Australia, Azerbalian,
g‘rzyzge%) Belarus, Beigium, Brazil, | 7-Zip, AdFind, ATl-Agent,
The Dukiss (F-Secws) Bulgaria, Canada, Athow, CloudDuke, Cobalt
Grom.100 (Talos?n Ghechnya, China, Strike, CesmicDuke,
men (Microsofl) Cyprus, Czech, France, | CozyDuke. FatDuke
liskeraiomishoy IO Georgia, Germany, GeminiDuke, GoldFinder,
e B e Hungary, India, Ireland, | GoldMax, HammerDuke
CloudLook (Kaspersky) Defense, Energy, Government, Law Israel, Japan, LiteDuke, meek, Mimikatz,
b oo nemy, okl Kazakhstan, Kyrgyzstan, | MiniDuke, OnionDuke,
APTZ9 | ATKCT (Thales) enforcement, Media, NGOs, Latvia, Lebanon, PinchDuke, PolyglotDuke,
G11 (IBM) Phamaceutical, Telecommunications, Lithuania, Luxembourg POSHSPY PowerDuke
anztySieppe (US Government) together | Transportation, Think Tanks and Imagery Mesico meo 4 RAINDROP. RegDuke v
with Sofacy, APT 28, Fancy Bear, Sednit Netherlands, New SeaDuke, Sibot, '
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6.1.4. North Korea

NAME

AKA

TARGET SECTORS

TARGET COUNTRIES

ASSOCIATED MALWARE

Suspected atiribution: North Korea

APT37

Reaper (FireEye)
TEMP Reaper (FireEye)
APT 37 (Mandiant)
Ricochet Cholima (CrowdStrike)
ScarCruft (Kaspersky)
Thatllum (Meresof)
Group 123 (Tales)

Red Eyes (Ahnlab)
Geumseang121 (ESRC)
Venus 121 [ESRC)
Hermit (Tencent)

ATK 4 (Thales)

TGA0 (1BM)

Aerospace, Automotive, Chemical, Financial,
Government, Heakhcare, High-Tech,
IManufacturing, Techaclogy, Transportation

China, Hong Kong, India,
Japan, Kiwait Nepal,
Romania, Russia, South
Korea, UK, USA, Vigtnam

CARROTBALL, CARROTBAT,
CORALDECK, DOGCALL,
Erabus, FinaltstSpy, Freenki
Loader, GELCAPSULE,
GreezeBackdoor
HAPPYWORK, KARAE,
KevOroid, Konni, MILKDROP,
NistAgent NavRAT, Nokki
QOceansalt, PoohMik Loader,
POORAIM RokRAT,
RICECURRY, RUHAPPY,
SearCrut, SHUTTERSPEED,
SLOWORIFT, SOUNDWAVE,
Syscon, WINERACK,
ZUMKONG and several 0-day
Flash and MS Office explols.

Lazarus
Group

Andarief (FSI)
Silent Chollima (CrowdStrike)
BeagleBoyz

Bluenoroff (Kaspersky)

APT 38 (Mandiant)

Stardust Chofiima (CrowdStrike)
CTG-8459 (SecureWorks)
Nickel Gladstone (Secure'Works)
T-APT-15 (Tencent)

ATK 117 (Thales)

g ing, Fi i,
Govemment, Media, Shipping and Logistics,
Technology and BitCoin exchanges

Australia, Bangladesh, Brazil,
Canada, Chile, China,
Ecuador, France, Germany,
Guatemala, Hong Kong, india,
Israel. Japan, Mexico,
Philippines, Potand, Russia.

Appledeus, ARTFULPIE.
Aryan, ATMDtrack. AudiCred,
BADCALL, Bankshot,
BanSwift, BISTROMATH,
Batsran, BLINDINGCAN,
BiindToad, Bookcode,
BoofWreck, Brambul, BTC
Changer, BUFFETLINE,
Castov.

DyePack, ELECTRICFISH,
EtemnalBiue, FALLCHILL,
Fimlis, GhOst RAT.
HARDRAIN, Hawup, Hermes,
HOPLIGHT, HotelAlfa,
HOTCROISSANT, Hotwax,
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NAME AKA TARGET SECTORS TARGET COUNTRIES | ASSOCIATED MALWARE
Suspected attribution: USA and UK
Black Lambert, Blue Lambert,
Longhorn (Symantec) Corentry, Cyan Lambert, Gray
The Lamberts (Kaspersky) Aerospace, Aviation, Education, Energy, | China and 16 counfriesinthe | Lambert, Green Lambert,
CIA Platinum Terminal (SecureWorks) | Financial, Govemment, IT, Oil and gas, | Middle East, Europe, Asiaand | Lambert, Magenta Lambert,
Platinum Colony {SecureWorks) | Research, Telecommunications. Africa, North Korea, Russia. Pink Lambert, Purple Lambert,
APT-C-39 (Qihoo 360) Silver Lambert, Violet Lambert,
White Lambert.
Afghanistan, Bangladesh,
Belgium, Brazil, Ecuador, DarkPulsar,
France, Germany, Hong Kong, | DOUBLEFANTASY,
Aerospace, Defense, Energy, India, Iran, Iraq, lsrael, DoublePulsar, Duqu,
Equation | EGuaion Group (real name) Government, Media, Oil and gas, Kazakhstan, Lebanon, Libya, | EQUATIONDRUG,
Group Tilded Team (CrySys) Telecommunications, Transportation and | Malaysia, Mali, Mexico, EQUATIONLASER, FANNY,
Platinum Colony (SecureWorks) | Nanotechnology, Nuclear research, Nigeria, Pakistan, Palestine, | Flame, GRAYFISH, GROK,
Islamic activists Philippines, Qatar, Russia, Lambert, OddJob, Regin,
Singapore, Somalia, South TRIPLEFANTASY,
Africa, Sudan, Switzerland, UNITEDRAKE
Syria, UAE, UK, USA, Yemen
GCHQ | GCHO Govemment, Telecommunications. | Belgium, UK INCENSER, Regin
Prax, WarriorPride

7. CONCLUSIONS

Most of these CNI are connected to the Internet because it is easier to remotely manage these
complex sectors while using technology devices than to physically send a technician engineer to
manually checking the functionality of every individual of them.

As the use of the Internet increases, so does the probability of these infrastructures being cyber-
attacked by APTs groups to steal unauthorized confidential information for various purposes such
as intelligence gathering, financial gain, or sabotaging vital services of a country.

In this paper, we proposed a new system to monitor and protect these critical infrastructures (CNI)
based on National SIEM integrated with a CNI-CTI platform from cyber-attacks that occurred in
different sectors of CNI.

The way to achieve this advanced cyber intelligence is by improving the exchange information
process on cyber attacks across all countries' infrastructure (CNI) sectors.

The efficiency and velocity of this system improve security analyst's response time to take
accelerated countermeasures by applying specific policies to their CNIs.
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