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ABSTRACT 

 In Wireless sensor network, since the media is wireless there will be burst errors which leads to 

high bit error rate that affect the throughput. Wireless sensor networks drop the packets due to propagation 

errors that lead to retransmission traffic. This paper evaluates the effect of adaptive FEC in Wireless 

sensor networks. Adaptive FEC technique improves the throughput by dynamically tuning FEC depending 

upon the wireless channel loss.   The main aim is to achieve desire throughput with less energy 

consumption. If the retransmission traffic decreases, that is error correction performed using adaptive FEC 

which maximize the throughput. The other related parameters packet delivery ratio, packet loss, delay, 

error rate are also being analyzed.  The algorithm reduces the retransmission traffic by using Adaptive 

FEC technique thus improving the throughput and reduces the error rate. 
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1. INTRODUCTION 

 Wireless environment are unreliable, with error rate high that introduces burst errors. 

WSN should have error correction technique to tackle these problems. Error control 

acknowledges the fact that all transmission media and in particular wireless media introduce 

distortions into transmitted waveforms, which may render transmitted packets useless. With 

error-control mechanism the error shall be compensated. The efficiency and energy consumption 

of the different error control mechanisms depends on the error patterns on the link. The error 

control can be characterized in terms of following attributes [8], such as Error free, in-sequence, 

duplicate free and loss free. In error-free, the information that the receiving node delivers to its 

user should contain no errors that is the transmitted bits are reproduced exactly [8]. If the user of 

transmitter hand over two pieces of information it should be delivered in sequence. The receiver 

should receive the same piece of information at most once that is duplicate free delivery. In loss-

free, the receiver should get any piece of information at least once. 

 The three most important error control techniques are ARQ, FEC and Hybrid 

ARQ/FEC[1,4,8]. ARQ protocols address all desired service attributes (errors free, in-sequence, 

Duplicate-free, loss-free) FEC methods are focused on achieving error-free transmission [13].  

ARQ protocol is the simple error control technique. If there is no error there is no overhead. On 

receiving the negative acknowledgement, sender retransmits the erroneous packet. The 

retransmission leads to huge delay and energy consumption more. Therefore the retransmitting 
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traffic should be reduced [4, 14]. In FEC technique the erroneous packets are corrected with the 

help of redundant information. The disadvantage in this scheme is that there will be fixed 

overhead even though there are no errors. There may be packet loss if the error cannot be 

corrected [3, 15]. The combination of ARQ and FEC technique is Hybrid ARQ/FEC technique, in 

this technique if  the error packet can be corrected with the help of redundant information (FEC) 

it will be corrected or else if the FEC cannot deal the errors, then receivers sends negative 

acknowledgement where the sender retransmit the error packet( ARQ)[7]. 

 In this paper the adaptive FEC algorithm is introduced to reduce the retransmission traffic 

thus improving the throughput, packet delivery ratio, delay, packet loss, error rate. 

 

2. EFFECT OF WAVE PROPAGATION IN WSN 

FEC algorithm is adopted in application or data link layer for reproducing the damaged or 

lost packets [10]. Application layer restores the packet during congestion. Data link layer correct 

packets contaminated by propagation errors [5]. The waveforms transmitted over wireless 

channels are subject to several physical phenomena that all distort the originally transmitted 

waveform at the receiver [6]. The distortion introduces uncertainty at the receiver about the 

originally encoded and modulated data, resulting in bit errors. The basic wave propagation 

phenomena are reflection, Diffraction, Scattering, Doppler fading. Reflection means, when a 

waveform propagating the medium A, hits the boundary to another medium B, the boundary layer 

between them is smooth, one part of the waveform is reflected back into medium A, another one 

transmitted into medium B and the rest is absorbed. The amount of reflected/transmitted/absorbed 

energy depends on the material and the frequencies involved [8]. Diffraction is that by Huygen’s 

principle, all points on a wave front can be considered as source of a new wave front. If a 

waveform hits a sharp edge, it can be propagated. Scattering is that, when a waveform hits a 

rough surface it can be reflected multiple times and diffused into many directions. When a 

transmitter and receiver move relative to each other the waveform experience a shift in frequency, 

according to Doppler Effect, this is Doppler fading. 

3. RELATED WORK 

 The existing algorithm, adjusts the FEC code size based on the channel status indicated by 

acknowledgement packets arrival. It ascends to the higher level FEC level at a packet loss 

otherwise descending to the lower level FEC in a multiplicative increase additive decrease 

(MIAD) way. The existing algorithm works with Type I or Type II, which determine the strength 

of FEC code or the amount of FEC code, send in next transmission [2, 12].                                             

Type I is not that much efficient due to waste of bandwidth by resending the data again. Type 

II will not be that much efficient if data packet or some previous transmitted data not reached the 

receiver. Adaptive FEC code control algorithm increases the FEC code level multiplicatively and 

decrease the code additively to test whether the channel become noises free. Adaptive FEC code 

control algorithm tunes the FEC code size without any explicit information such as SNR and 

packet loss rate. The waveform is analyzed with the parameter of performance ratio, mostly with 

respect to distance, time interval, error rate etc [2]. In this paper we had analyzed the different 

parameters such as throughput, packet delivery ratio, packet loss, delay, error rate by varying the 

number of packets sent. 

Adaptive FEC code control algorithm use the higher FEC level after detecting packet loss. The 

transmitting overhead for FEC level is less than that of entire data packet. Adding more FEC is to 



International Journal of Ad hoc, Sensor & Ubiquitous Computing (IJASUC) Vol.1, No.3, September 2010 

35 

 

improve the performance instead of dropping packet [2]. There are two methods to model bit 

level propagation errors in packet level simulators, that is large scale fading and small scale 

fading [12]. Adaptive FEC code control matches the FEC code size to the low frequency wireless 

channel BER, which is evaluated by acknowledgement packet arrival [2]. Initially in this 

algorithm for short distance the FEC size is 2 bytes and for long distance it is increased to 10 

bytes. When distance increases there will be more erroneous bits, so the FEC code size is varied 

from 2 bytes to 10 bytes. If the distance increases, say 13 m then the sender should add 36 byte 

code to correct the 18 damaged bytes. Reed Solomon code needs 2 byte error correction code for 

1 byte error. With static FEC algorithm it leads to 24 byte waste as the distance is less than 11 m 

the error bytes will be less than 6 (it needs 12 bytes to correct the error and remaining 24 bytes 

are unnecessarily transmitted and it leads to wastage of bandwidth). In this paper the distance and 

bandwidth waste ratio was also analyzed [8].  

4. ANALYZING VARIOUS PARAMETERS USING ADAPTIVE FEC TECHNIQUE 

The algorithm is developed to analyze various parameters with respect to number of 

packets sent, by varying the FEC code size with the help of acknowledgement packet arrived.The 

algorithm reduces the FEC code if positive acknowledgement is received and increases the FEC 

code if packet loss occurs [12]. The algorithm identifies the channel behavior by reducing the 

FEC code size. The throughput is the most important parameter to analyze the performance of 

the network, to get better throughput the error should be corrected, instead of retransmitting the 

packet. If the error is corrected there is no need of retransmitting the packet. If the retransmission 

traffic is reduced the congestion will not occur. If there is no congestion there is no packet loss 

that is error. If more number of packets in the network the performance of the network degrades 

which leads to congestion, which leads to packet loss. If there is an error correction technique 

which corrects the error instead of going for retransmission it improves throughput. Packet 

delivery ratio is the ratio of no of packets received to no of packets generated. The throughput is 

usually measured in bits per second (bit/s or bps). 

The error rate is corrected by varying the FEC code size.  Erroneous packets are corrected 

to improve the throughput [16]. In this algorithm the parameter analyzed is throughput with 

respect to the number of packets sent from source to destination [9]. The error rate decreases 

which leads to the improvement in throughput. Throughput is the ratio of number of packets 

(bytes) sent to the number of packets (in bytes) received. The data packet is of variable size and 

the FEC code size is also variable in data packet frame.  

Packet loss occurs when one or more packets of data travelling across a network fail to 

reach their destination. Packet loss is distinguished as one of the three main error types 

encountered in digital communications; the other two being bit error and spurious packets caused 

due to noise. Packet loss can be caused by a number of factors, including signal degradation over 

the network medium due to multi-path fading, packet drop because of channel congestion, 

corrupted packets rejected in-transit, faulty networking hardware, faulty network drivers or 

normal routing routines.In addition to this, packet loss probability is also affected by Signal-to-

noise ratio and distance between the transmitter and receiver. In this algorithm the packet loss is 

analyzed with respect to number of packet sent . 

In data transmission, the bit error rate or bit error ratio (BER) is the number of 

received bits that have been altered due to noise, interference and distortion, divided by 

the total number of transferred bits during a particular time interval. The bit error rate is 
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more the error correcting code should be more, if the BER  is less the error correcting code is 

small enough to correct the erroneous packet.  

BER can also be defined in terms of the probability of error (POE), 

 

Where erf is the error function, Eb is the energy in one bit and No is the noise power spectral 

Density (noise power in a 1 Hz bandwidth).The error function is different for the each of 

the various modulation methods.Delay is another parameter where it is very important in 

case of real time data transfer. In audio and video it doesn’t matter much as it is soft real 

time, but in case of  hard real time where the little delay leads to dangerous situation, 

delay plays an important role. So depending upon the requirement delay parameters are 

analyzed.Energy consumption is also a parameter to be analyzed in case of wireless sensor 

networks as the sensors gather information througout the day the power saving is very important, 

if more number of retransmission the power consumption will be more which is not fair in case of 

tiny sensor nodes.The battery used is to charge  through environment, so solar cells are mostly 

used in these sensors. The energy saving is also an important parameter where mostly the sensors 

are deployed in  remote areas.Distance between the transmitter and receiver is another parameter, 

which introduces more errors. In wireless environment there is more number of errors introduced 

due to distance travelled.  
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Figure 1: Data packet frame, RTS frame, CTS frame and ACK frame 
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There are four frames shown in figure 1. They are Data packet frame, RTS (request to 

send) frame, CTS (clear to send) frame and ACK frames. The FEC code sent for data packet 

frame is variable because the data packet frame is lengthy, so Adaptive FEC code is needed to 

correct errors[2].The static FEC code sent for other frames are enough to decode the errors and 

correct the errors [17, 18]. The algorithm is analyzed to improve the throughput and also to 

compare the throughput with respect to error rate. Adaptive FEC set 11 FEC level each of which 

corrects 2,5,8,12,16,21,26,33,40 and 45 corrupted bytes[8]. FEC level maintain in the particular 

level if there is no packet loss. The FEC level should be adapted to fast changing BER. Instead of 

increasing FEC other parameters can also be adjusted. But in this algorithm the FEC is varied, 

varying the FEC code is better improvement in throughput, packet delivery ratio, packet loss, 

delay and also BER reduces. The performance of this algorithm counts the number of packets that 

are received successfully or recovered with FEC code. The various parameters analyzed in this 

algorithm are throughput, packet delivery ratio, packet loss, and delay and error rate. There are so 

many other parameters to be discussed in wireless environment.  

5. SIMULATION RESULTS 

The algorithm is to improve the throughput and also reduces the BER [20]. Network 

simulator is used for simulation. The fig 2 shows the sample screenshot (Network animator - 

NAM) while running the program in NS2 [11]. The NAM window shows the delivery of data 

from source to destination. The version used is NS-2.31. Simulation is done using 50 nodes in the 

network. Simulation is performed in wireless environment. The fig 3-8 is drawn with the help of 

trace file in NS2. The readings are taken by observing the network behavior by varying the 

number of packets sent.   

If more number of packets sent, usually the throughput will be less due to number 

retransmission, Fig 3 shows the improvement of throughput with respect to more number of 

packets sent. As the number of packet sent increases the throughput also increases with   

Adaptive FEC algorithm. If more number of packets sent there will be more delay to deliver that 

packet, due to more number of packets in the network. But Fig 4 shows the Decrease in delay 

with respect to increase number of packets sent. Fig 5 shows the graph between throughput and 

error rate. Error rate decreases the throughput increases. The decrease in error rate increases the 

throughput, the error rate is decreased with the help of varying the FEC code size so that the 

erroneous packets are corrected instead of going for retransmission which improves the 

throughput. In figure 6, the error rate decreases even though more number of packets sent. With 

the low FEC code bytes the error rate is more but by applying Adaptive FEC technique the error 

rate decreases, thus reducing retransmission traffic. In figure 7, it shows that the packet delivery 

ratio increases as the number of packet sent increases. The performance of the network is better 

even though the packets sent are more, so that the Adaptive FEC improves the packet delivery 

ratio.  In figure 8, it shows that the packet loss is reduced. If more number of packets sent there 

will be more number of packet losses due to errors. But the fig 7 shows by the adaptive FEC 

algorithm the packet loss is reduced. If more number of packets transmitted without loss then the 

throughput, packet delivery ratio automatically increases. 
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ure 2: Sample screen shot of NAM in NS2. 

Figure 3: Throughput vs. No of packets sent 
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Figure 4: Delay Vs No of packets sent 

 

 

Figure 5: Throughput vs Error rate 
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Figure 6: Error Rate vs Number of packet sent 

 

 

Figure 7: Packet delivery ratio vs no of packet sent 
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Figure 8: Packet Lost vs. no of packet sent 

Table 1 shows various parameters that are analyzed with respect to no of packets sent. 

Usually the throughput degrades as the number of packets sent increases due to congestion, error 

packets retransmission etc, but using this adaptive FEC technique the throughput increases, even 

though more number of packets sent. In wireless media the error probability is more, but using 

this algorithm as the number of packets sent increases, the error rate decreases. The delay to 

transmit a packet will also become more due to so many packets in the network, but this 

algorithm shows that  the delay decreases as more number of packet sent. The packet delivery 

ratio also increases as more number of packets sent. The loss of packet also decreases, the more 

packets leads to packet loss as the receiver may not able to receive as fast as transmitter, but by 

this algorithm it shows that the packet loss is less. The algorithm reveals that there is an 

improvement while analyzing throughput, packet delivery ratio, packet lost, delay and error rate 

parameters. 
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6. CONCLUSION & FUTURE WORK 

Since wireless sensor network transmit the information in wireless environment, the error 

probability is more. Error rate affects the throughput and also it increases the delay. The delay is 

an important parameter in case of real time traffic. The delay should be reduced or else it leads to 

dangerous situation in case hard real time systems.  When the packet transmitted, if there is error 

the entire packet should be retransmitted, which is wastage of bandwidth. In this algorithm only 

the FEC code size are transmitted, that is lesser than data packet and the bandwidth is utilized 

efficiently. In this paper we had analyzed the throughput, packet delay, packet delivery ratio, 

packet loss and the comparison with respect to throughput and error rate is performed. The draw 

back in FEC is that if there is no error there is non zero overhead which is not necessary.  

In future it should be compared with the static FEC code such as Reed Solomon codes[19] 

and also conventional dynamic FEC. The parameter energy consumption and bandwidth also to 

be analyzed.  The error rate decreases will also reduce the energy consumption. The performance 

of the network to be analyzed by increasing the number of nodes in the network. 
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